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Click the button below that applies to your particular situation: 
I understand that the Texas Department of Transportation (“the department”) collects and maintains confidential and privileged information.
I understand and agree that as a department employee, I am responsible for safeguarding and protecting such information in accordance with applicable federal and state laws and as outlined in chapter 8, section 6 (“Miscellaneous Prohibited Conduct”) of the department's Human Resources Manual.
As a department employee, I acknowledge my duty to uphold and preserve the confidentiality of information within the department. I understand and agree that I will observe the standards of confidentiality that must be maintained as I exchange business and technical information as part of my job duties. I understand and agree that a breach of those standards may result in disciplinary action, including termination.
I understand and agree that all department employees are accountable for maintaining the principles of confidentiality without exception and are also accountable for the security and well-being of all data and systems entrusted to their care and/or administration. I understand and agree that unauthorized release of confidential information, or actions deemed negligent resulting in damage/loss of information resources will subject me to disciplinary procedures up to and including dismissal and may also result in legal action.
I understand and agree that any and all information that may come to my knowledge while using the department information resources1 may not be used or disclosed except as expressly authorized by department management.
I understand and agree that I may have access in the performance of job duties to any other intellectual property (trademarks, patents, trade secrets and materials and documents included there under) belonging to TxDOT.  I understand and agree that these materials and any accompanying documentation that may be made available to me for my use by the department are confidential and protected by intellectual property laws and are not to be disclosed, copied or shared with any unauthorized person(s)2 without the written permission of TxDOT.  I understand and agree that I may be required to develop, create or modify materials protected by intellectual property laws and that this is work for hire that is solely the intellectual property of TxDOT and may not be disclosed, copied or shared with unauthorized person(s) without the written permission of TxDOT.
I understand that using TxDOT's intellectual property for other than their intended purposes is prohibited and may result in termination of employment and prosecution pursuant to Texas Penal Code §31.05, as well as TxDOT's pursuit of any other legal remedies.
Access to information from department information resources is reserved for official state agency business.
I understand and agree that any and all information system password(s) I receive or devise for use with department information systems are confidential. I will not disclose to any unauthorized person any password(s) I am given or devise, and I will not post written password(s) where persons who are not authorized to use the department system may view them. I understand and agree that I am responsible for all information system transactions performed as a result of access authorized by the use of my password(s). I understand and agree that my use of a password not specifically issued to me or to a group of which I am a member is expressly prohibited. I agree not to attempt to circumvent information system security devices or procedures by using or attempting to use any transaction, software, files, or other resources that I am not authorized to use.
I understand and agree that any copyrighted material, including but not limited to commercial computer software and accompanying documentation, that may be made available to me for my use by the department, is protected by copyright laws and is not to be copied for any reason without permission of the department. I understand and agree that the violation of copyright laws, including those applicable to computer software, may result in fines and/or other legal action.
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I agree to abide by all department information security policies, procedures, and practices.
I understand that intentionally failing to observe these requirements or intentionally bypassing them may constitute a breach of information systems security as defined in the Texas Penal Code §33.02 and may result in immediate loss of information system access. Attempts to access and utilize department information systems for other than their intended purposes are prohibited and may result in prosecution under the Computer Fraud and Abuse Act of 1986 as well as any other applicable statutes and regulations.
I have been informed where to obtain a copy of and agree to comply with Texas Penal Code, §33.02 (http://www.statutes.legis.state.tx.us/Docs/PE/htm/PE.33.htm)
I acknowledge receipt of this agreement, understand its contents, and agree to abide by the terms set forth herein. Additionally, I have been informed that questions regarding this agreement and/or issues related to the release or disclosure of confidential information should be directed to the director of the department’s Technology Services Division.
Original to local Human Resources office for inclusion in the user's personnel file.
Copy to be retained by security administrator for inclusion in user's security file.
1 Information resources include computer systems, telephone systems, voicemail systems, fax systems, and regular mail systems as well as the procedures, equipment, and software that are designed, built, operated, and maintained to collect, record, process, store, retrieve, display, and transmit information, and associated personnel including consultants and contractors.
2 Unauthorized person(s) include anyone who is not bound by a written confidentiality agreement expressly covering TxDOT's intellectual property and related documentation.
The Texas Department of Transportation maintains the information collected through this form. With few exceptions, you are entitled on request to be informed about the information that we collect about you. Under §§552.021 and 552.023 of the Texas Government Code, you also are entitled to receive and review the information. Under §559.004 of the Government Code, you are also entitled to have us correct information about you that is incorrect.
Date
Signature
I understand and agree that any department-owned, developed, or licensed software will be returned to the department before the end of my employment or contract. I acknowledge that the source codes, programs, and related documentation constitute valuable intellectual property for the department. I agree that I will not disclose, publish, or disseminate them to any third party who is not bound by a written confidentiality agreement expressly covering the department’s intellectual property and related documentation.
I understand that the Texas Department of Transportation (“TxDOT”) collects and maintains confidential and privileged information.
I understand that TxDOT permits access to data containing confidential and privileged information by contractual agreement with external users not employed by TxDOT.
I understand and agree that any and all information that may come to my knowledge while using the TxDOT's information resources1 may not be used or disclosed except as expressly authorized by TxDOT's management.
I understand and agree that I will observe the standards of confidentiality that must be maintained as I exchange business and technical information and that a breach of those standards may result in termination of my contract.
I understand and agree that any and all information system password(s) or access procedure(s) I receive or devise for use with TxDOT’s information systems are confidential and reserved for official state agency business only. I will not disclose to any unauthorized person any password(s) or access procedure(s) I am given or devise, and I will not post these procedure(s) or written password(s) where persons who are not authorized to use TxDOT’s system may view them.
I understand and agree that unauthorized release of confidential information, or actions deemed negligent resulting in damages/loss of information resources, will result in termination of my contract and may also result in legal action.
I understand and agree that I am responsible for all information system transactions performed as a result of access authorized by the use of my password(s) or procedure(s).
I understand and agree that my use of any access procedure(s) or password(s) not specifically issued to me or to a group of which I am a member is expressly prohibited and that attempts to access and utilize TxDOT’s information systems for other than their intended purposes may result in prosecution under the Computer Fraud and Abuse Act of 1986 as well as any other applicable statutes and regulations.
I agree not to attempt to circumvent information system security devices or procedures by using or attempting to use any transaction, software, files, or other resources that I am not authorized to use.
I understand that intentionally failing to observe these requirements or intentionally bypassing them may constitute a breach of information systems security as defined in the Texas Penal Code §33.02 and may result in immediate loss of information system access.
I understand and agree that I may have access in the performance of job duties to any other intellectual property (trademarks, patents, trade secrets and materials and documents included there under) belonging to TxDOT and acknowledge that the source codes, programs, and related documentation constitute valuable intellectual property of TxDOT.
I understand and agree that these materials, including but not limited to commercial computer software and any accompanying documentation, that may be made available to me for my use by TxDOT are confidential and protected by intellectual property and copyright laws and are not to be disclosed, copied or shared with any unauthorized person(s)2 without the written permission of TxDOT.
I understand and agree that the violation of intellectual property and copyright laws, including those applicable to computer software, may result in fines and/or other legal action.
I understand and agree that I may be required to develop, create or modify materials protected by intellectual property laws and that this is work for hire that is solely the intellectual property of TxDOT and as such may not be disclosed, copied or shared with unauthorized person(s) without the written permission of TxDOT.
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I understand and agree that any TxDOT-owned, developed, or licensed software will be returned to TxDOT upon termination of my contract.
I agree to abide by all TxDOT information security policies, procedures, and practices as outlined in the External TxDOT User Policies, which are located at ftp://ftp.dot.state.tx.us/pub/txdot-info/isd/external_txdot_user_policies.doc
I acknowledge receipt of this agreement, understand its contents, and agree to abide by the terms set forth herein. Additionally, I have been informed that questions regarding this agreement and/or issues related to the release or disclosure of confidential information should be directed to the director of TxDOT’s Technology Services Division.
Original to project manager for inclusion in the user's file.
Copy to be retained by security administrator for inclusion in user's security file.
1 Information resources include computer systems, telephone systems, voicemail systems, fax systems, and regular mail systems as well as the procedures, equipment, and software that are designed, built, operated, and maintained to collect, record, process, store, retrieve, display, and transmit information, and associated personnel including consultants and contractors.
2 Unauthorized person(s) include anyone who is not bound by a written confidentiality agreement expressly covering TxDOT's intellectual property and related documentation.
The Texas Department of Transportation maintains the information collected through this form. With few exceptions, you are entitled on request to be informed about the information that we collect about you. Under §§552.021 and 552.023 of the Texas Government Code, you also are entitled to receive and review the information. Under §559.004 of the Government Code, you are also entitled to have us correct information about you that is incorrect.
Date
Signature
I understand that using TxDOT's intellectual property for other than their intended purposes is prohibited and may result in termination of employment and prosecution pursuant to Texas Penal Code §31.05, as well as TxDOT's pursuit of any other legal remedies.
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I understand that the Texas Department of Transportation (“TxDOT”) collects and maintains confidential and privileged information and permits access to data containing confidential and privileged information by contractual agreement with external users not employed by TxDOT.
I understand and agree that I will observe the standards of confidentiality that must be maintained as I exchange business and technical information and that unauthorized release of confidential information, or actions deemed negligent resulting in damages/loss of information resources1, will result in termination of my contract and may also result in legal action.
I understand and agree that any and all information system password(s) or access procedure(s) I receive or devise for use with TxDOT's information systems are confidential and reserved for official state agency business only. I will not disclose to any unauthorized person(s)2  any password(s) or access procedure(s) I am given or devise, and I will not post these procedure(s) or written password(s) where persons who are not authorized to use TxDOT's system may view them. Attempts to access and utilize TxDOT’s information systems for other than their intended purposes may result in prosecution under the Computer Fraud and Abuse Act of 1986 as well as any other applicable statutes and regulations.
I understand and agree that I am responsible for all information system transactions performed as a result of access authorized by the use of my password(s) or procedure(s).
I agree not to attempt to circumvent information system security devices or procedures by using or attempting to use any transaction, software, files, or other resources that I am not authorized to use.
I understand that intentionally failing to observe these requirements or intentionally bypassing them may constitute a breach of information systems security as defined in the Texas Penal Code §33.02 and may result in immediate loss of information system access.
I agree to abide by all TxDOT information security policies, procedures, and practices as outlined in the External TxDOT User Policies, which are located at ftp://ftp.dot.state.tx.us/pub/txdot-info/isd/external_txdot_user_policies.doc
I acknowledge receipt of this agreement, understand its contents, and agree to abide by the terms set forth herein. Additionally, I have been informed that questions regarding this agreement and/or issues related to the release or disclosure of confidential information should be directed to the director of TxDOT’s Technology Services Division.
Original to project manager for inclusion in the user's file.
Copy to be retained by security administrator for inclusion in user's security file.
1 Information resources include computer systems, telephone systems, voicemail systems, fax systems, and regular mail systems as well as the procedures, equipment, and software that are designed, built, operated, and maintained to collect, record, process, store, retrieve, display, and transmit information, and associated personnel including consultants and contractors.
2 Unauthorized person(s) include anyone who is not bound by this written confidentiality agreement.
The Texas Department of Transportation maintains the information collected through this form. With few exceptions, you are entitled on request to be informed about the information that we collect about you. Under §§552.021 and 552.023 of the Texas Government Code, you also are entitled to receive and review the information. Under §559.004 of the Government Code, you are also entitled to have us correct information about you that is incorrect.
Printed Name
Date
Signature
I understand that the Texas Department of Transportation (“TxDOT”) collects and maintains confidential and privileged information.
I understand that TxDOT permits access to data containing confidential and privileged information by contractual agreement with external users not employed by TxDOT.
I understand and agree that I will observe the standards of confidentiality that must be maintained as I exchange business and technical information and that a breach of those standards may result in termination of my access to TxDOT's systems.
I understand and agree that any and all information system password(s) or access procedure(s) I receive or devise for use with TxDOT’s information systems are confidential and reserved for official state agency business only. I will not disclose to any unauthorized person any password(s) or access procedure(s) I am given or devise, and I will not post these procedure(s) or written password(s) where persons who are not authorized to use TxDOT’s system may view them.
I understand and agree that I am responsible for all information system transactions performed as a result of access authorized by the use of my password(s) or procedure(s).
I understand and agree that my use of any access procedure(s) or password(s) not specifically issued to me or to a group of which I am a member is expressly prohibited and that attempts to access and utilize TxDOT’s information systems for other than their intended purposes may result in prosecution under the Computer Fraud and Abuse Act of 1986 as well as any other applicable statutes and regulations.
I agree not to attempt to circumvent information system security devices or procedures by using or attempting to use any transaction, software, files, or other resources that I am not authorized to use.
I understand that intentionally failing to observe these requirements or intentionally bypassing them may constitute a breach of information systems security as defined in the Texas Penal Code §33.02 and may result in immediate loss of information system access.
I understand and agree that I may have access in the performance of job duties to any other intellectual property (trademarks, patents, trade secrets and materials and documents included there under) belonging to TxDOT and acknowledge that the source codes, programs, and related documentation constitute valuable intellectual property of TxDOT.
I understand and agree that the violation of intellectual property and copyright laws, including those applicable to computer software, may result in fines and/or other legal action.
I understand and agree that I may be required to develop, create or modify materials protected by intellectual property laws and that this is work for hire that is solely the intellectual property of TxDOT and as such may not be disclosed, copied or shared with unauthorized person(s) without the written permission of TxDOT.
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I understand and agree that any TxDOT-owned, developed, or licensed software will be returned to TxDOT upon completion of the audit.
I agree to abide by all TxDOT information security policies, procedures, and practices as outlined in the External TxDOT User Policies, which are located at ftp://ftp.dot.state.tx.us/pub/txdot-info/isd/external_txdot_user_policies.doc
I acknowledge receipt of this agreement, understand its contents, and agree to abide by the terms set forth herein. Additionally, I have been informed that questions regarding this agreement and/or issues related to the release or disclosure of confidential information should be directed to the director of TxDOT’s Technology Services Division.
Original to project manager for inclusion in the user's file.
Copy to be retained by security administrator for inclusion in user's security file.
1 Information resources include computer systems, telephone systems, voicemail systems, fax systems, and regular mail systems as well as the procedures, equipment, and software that are designed, built, operated, and maintained to collect, record, process, store, retrieve, display, and transmit information, and associated personnel including consultants and contractors.
2 Unauthorized person(s) include anyone who is not bound by a written confidentiality agreement expressly covering TxDOT's intellectual property and related documentation.
The Texas Department of Transportation maintains the information collected through this form. With few exceptions, you are entitled on request to be informed about the information that we collect about you. Under §§552.021 and 552.023 of the Texas Government Code, you also are entitled to receive and review the information. Under §559.004 of the Government Code, you are also entitled to have us correct information about you that is incorrect.
Date
Signature
I understand that using TxDOT's intellectual property for other than their intended purposes is prohibited and may result in termination of employment and prosecution pursuant to Texas Penal Code §31.05, as well as TxDOT's pursuit of any other legal remedies.
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